Managed security services (MSS) of yesterday, such as anti-virus, firewalls and sandboxing, meant waiting for bad news and reacting. Today, proactive hunting can stop damaging threats before they cause damage, but many providers are still reactive-focused.

**WHAT ARE MSS VENDORS FINDING?**

- Web-borne malware attacks: 57%
- Software vulnerabilities over 3 months old: 52%

Traditional MSS vendors miss newer vulnerabilities that cyber hunters find.

**UK LAGS IN SEEING VALUE IN MSS**

**ALREADY USE MANAGED SECURITY SERVICES**

- UK: 44%
- Australia: 47%
- Saudi Arabia: 59%
- U.S.: 64%

**IF NOT, PLANS TO CHOOSE A PROVIDER IN THE NEXT YEAR**

- UK: 46%
- Australia: 43%
- Saudi Arabia: 62%
- U.S.: 57%

**DON'T WAIT—HUNT**

Vendor provides proactive threat hunting services:

- 85% No
- 15% Yes

Information security leaders in the UK and across the globe shared their perspectives.

RaytheonCyber.com/DontWaitHunt

Connect with us: #DontWaitHunt